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...and execs ranked 
cybersecurity as one of 
the top concerns when 
digitalizing.3

of energy executives believe business 
interruption would be the worst 
consequence of a cyber breach.7
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54% of Energy Industry execs 
ranked digitalization as one of 
their top business goals2...
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THE IMPACT

The Colonial Pipeline ransomware 
attack, cost the fuel provider $4.4 
million in ransom.8

of energy companies 
suffered at least one 

data breach in the 
past year.3

56%
of the energy sector 

has a critical 
vulnerability due to 

out-of-date systems.⁴

49%
of attacks against 

energy organizations 
in 2021 were 

ransomware.5

25%
US energy and CNI 
providers reported 

“abnormal scanning 
from Russian IP 

addresses” during 
geopolitical tensions.6

23

76% 

AUGUST 2021
An attempted nation-state attack 
on the largest container port on 
the Gulf Coast.9

FEBRUARY 2022
A cyberattack impacts operations at 
the Amsterdam-Rotterdam-Antwerp 

(ARA) refining hub.10

Centripetal’s CleanINTERNET® service protects your organization’s customers, 
employees, and reputation with real-time cyber threat intelligence.

Our solution helps to create a Zero Trust environment within electricity grids, power plants, wind farms, 
and all other energy organizations. CleanINTERNET shields against malicious threats to prevent network 
infiltration and data exfiltration.

Get instant and effortless visibility across your network with Centripetal CleanINTERNET.

To find out more, call us on 571-252-5080 or get in touch with the Centripetal team on our 
website.

centripetal.ai
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